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OECD EMERGING MARKET ECONOMY FORUM ON ELECTRONIC
COMMERCE

ISSUES PAPER

1. Introduction: “Global Electronic Commerce”

The objectives of the Emerging Market Economy Forum on electronic commerce are to broaden
the dialogue on electronic commerce between stakeholders and to share a long-term vision for electronic
commerce growth.1 This international conference, jointly organised by the OECD and Dubai, is aimed at
enhancing the prospects for effective world-wide co-ordination in this important new area of economic
activity.2 The Forum will also report on progress towards meeting commitments set out in the Action Plan
agreed at the Ottawa Ministerial Conference on electronic commerce (OECD / Government of Canada,
1998) at the level of individual economies and at the international level. The Forum will give particular
attention to issues of interest to Emerging Market Economies (EMEs) and developing countries following
the broad directions laid out at the 1999 OECD Forum on Electronic Commerce. Additional goals are to
explore the commonalities and differences between the policy priorities of OECD countries and the EMEs
and developing countries; to increase awareness of the driving forces and impediments to the
development of electronic commerce on a global basis; to encourage the coherence of policies for
electronic commerce with the broader framework of economic, social and development policies; and to
enrich the debate at the OECD on global electronic commerce issues.

The OECD Paris Forum on Electronic Commerce in October 1999, which followed up the Ottawa
Ministerial, highlighted the need for outreach to non-member economies and other international
organisations and bodies that are active in the electronic commerce area. The report of the Forum
emphasised the importance of addressing the emerging “Digital Divide” between social groups as well as
between different countries. It also highlighted the need to consider new opportunities for achieving global
participation and inclusiveness through the use of electronic commerce. The emerging roles for
governments as rule-makers and as users and providers of new services were among the topics that
received attention.3

At the Okinawa summit of July 2000, the G8 countries emphasised that “IT empowers, benefits
and links people the world over … access to the digital opportunities must, therefore, be open to all”.4 The
Okinawa Charter on the Global Information Society expressed a strong commitment to the principle of
inclusion whereby no one should be excluded from the benefits of the global information society. The
establishment of a Digital Opportunities Task Force or dot force is one of the measures of the G8
countries, which aims at addressing the growing “digital divide”. Electronic commerce, along with other
information society services, plays a major role in generating new opportunities as a result of technological
innovations in information and communication technologies (ICTs).

Electronic commerce can be defined in a variety of ways. Defined broadly, it designates the
application of ICTs to the complete value chain of business processes conducted electronically by
intermediate and end users in the private, public and other stakeholder sectors. There is no doubt about
the substantial significance of electronic commerce for all countries. Important issues for all countries
concern the extent of their readiness to implement new forms of electronic commerce or to migrate from
earlier forms of electronic commerce such as electronic data interchange (EDI) to new Internet-based
applications.5
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This paper provides an introduction to the main themes and topics for discussion by the EMEF
participants. The structure of the paper follows the organisation of the Sessions of the Programme for the
Forum: Introduction; Visions; Access; Trust; Taxation; Rules of the Game; Digital Divides; and Global
Initiatives.

2. “Visions”

Visions for the role of electronic commerce in the global information society are linked to the
expectation that widespread and equitable access to ICTs will be achieved. With access, these
technologies can be used as tools in support of the generation and exchange of socially and economically
useful information. In the case of the use of ICTs to support electronic commerce, continuing globalisation
and actions aimed at reducing digital divide will provide new opportunities for empowering individuals, firms
and civil society. For both developed and developing countries it holds out the promise of enhanced
access to the global marketplace for enterprises and customers of all kinds. This is expected to lead, in
turn, to improved governance and greater efficiency, transparency and participation in decision making of
all kinds.

Current estimates of the value of electronic commerce are around USD 650 billion world-wide,
with some projections of up to ten-fold growth over the next few years.6 Business-to-business electronic
commerce is expected to be the dominant form as compared to business-to-consumer electronic
commerce.7 If these expectations are to be achieved, high levels of infrastructure access, reliability,
capabilities and trust must be established between the participants in commercial electronic relationships.
Visions for the rapid growth of electronic commerce are predicated on successful resolution of concerns
about the lack of adequate infrastructures, skills and capabilities and the security of transacting business or
interacting with services providers in electronic environments. These concerns must be addressed if
electronic commerce is to be central to economic growth, jobs, expansion of world trade and improved
social conditions.8

When the obstacles to electronic commerce are overcome, it can provide new opportunities for
businesses to fundamentally restructure their business processes through the transformation,
reconfiguration or distribution of raw materials, components, products, services and human resources.
When electronic commerce applications use “open” Internet platforms the likely savings in terms of
reduced transaction costs are substantial and transaction choice and ease expanded.9 Reduced
transaction costs may in turn reduce the economically optimal size of firms, thereby encouraging smaller
firms to work together to develop global market reach.10 For business-to-consumer electronic commerce,
the customer gains new opportunities to acquire more competitive goods and services from any location in
the world.

Although transaction costs may potentially be dramatically reduced, it is difficult to assess overall
savings. Two factors are important for this assessment. The first is the extent to which some costs may
also be increased (e.g. for system development and maintenance, training, organisational change, etc.),
due to the need to meet new quality, time-to-delivery, or other standards required by buyers or to the need
to implement specific electronic commerce systems using proprietary technologies.11 The second is
whether the “closed” business networks of the past are being replicated in the Internet environment. New
business models and new intermediaries are becoming integral to information-intensive transactions.12

Intermediaries are supporting electronic commerce portals that aggregate the supply of information about
goods or services from many suppliers and they may provide a more neutral open marketplace for buyers.
“Buyer” portals may become predominant in sectors such as agriculture where the intermediary provides
information and electronic commerce services for a few buyers.13

However, there are large variations in electronic commerce growth across countries and sectors.
There are also differences across sectors in electronic commerce models and applications being
implemented.14 Countries are in different states of “readiness” for the take-up of electronic commerce.
There are differences in business practices, legislative frameworks, infrastructure deployment, and the
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general social and economic conditions within countries. The strengths and weaknesses of each country’s
current participation in the global economy are important factors influencing readiness. The extent to which
firms are able to compete globally on the basis of design capabilities, production efficiency, logistics
management, and/or marketing may or may not be augmented by the use of electronic commerce. 15

It is evident that simply investing in electronic commerce-related technologies and the
communication infrastructure is insufficient to enhance a country’s readiness to take advantage of the
opportunities offered by electronic commerce. Without focused efforts to build new capabilities for using
electronic commerce applications and services through formal and informal training and education, many of
the potential benefits will not be achieved. High priority must be given to investing in the skills base. This
includes the skills and capabilities for evaluating and selecting between alternative forms of electronic
commerce and for introducing creative ways of using electronic commerce that are responsive to changes
in the global economy and to local requirements and conditions.

The economic and social potential of electronic commerce for all countries will be realised only
through its widespread use by businesses, consumers, citizens and public institutions. The pathways for
electronic commerce development depend on the characteristics of the enabling infrastructure, the rate of
diffusion and take-up of ICTs, and the economic incentives and social goals that are established by
governments working in co-operation with other stakeholders.

The issues associated with the rapid growth of electronic commerce are being addressed from
global and local perspectives and through the participation of the public, private and non-governmental
sectors and civil society.16 It is clear that the efforts of national governments, donor organisations, the
private sector, non-governmental organisations (NGOs), and representatives of civil society must be
combined if the full benefits of electronic commerce are to be achieved. The potential benefits of electronic
commerce include strengthening local capacities and the knowledge base for business-to-business,
business-to-consumer, and e-government services. As these capacities become more widely available, it
will become very difficult to participate in international trade without electronic commerce access. This
raises the spectre of growing “digital divides” among and between the OECD countries and the EMEs and
developing countries. There are also divides within countries that influence the extent to which industrial
sectors, governments and other stakeholders can benefit from the potential of electronic commerce.

The EMEF offers an opportunity to discuss the similarities and differences in the visions of OECD
countries and the EMEs and developing countries. The overriding concern is to ensure that measures put
in place by governments, the private sector and other stakeholders, are creating a favourable environment
for global electronic commerce, and the policy measures, business practices and initiatives of the
development aid community that encourage electronic commerce deployment are effective in bridging the
“digital divide”. And that this environment will support growth, the creation of jobs, trade opportunities, and
widely shared social benefits in line with the principal of inclusion in the global information society.

“Visions” - Issues for Discussion

•  What can governments and other stakeholders do to promote an inclusive global information society
that is conducive to electronic commerce?

•  How can broad policies for the macroeconomy, employment and labour conditions, and the
encouragement of entrepreneurial activity be linked with policies for electronic commerce?

•  What is the role for economy-wide regulatory reform in promoting electronic commerce?

•  What is the balance between encouraging investment in the information and communications
infrastructure for electronic commerce and strengthening electronic commerce skills and capabilities?

•  To what extent are best practices and policy principles for electronic commerce in OECD countries
directly applicable to the EMEs and developing countries, and to what extent do they need adapting?

•  Where can development co-operation and aid make a difference and how can electronic commerce
policy frameworks and aid initiatives form a coherent strategy?
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3. “Access”

The main issue to be considered in this session is access to the communication infrastructure
and the hardware and software required to support electronic commerce. A related issue is access to
content and information.

If electronic commerce is to spread globally, there is a need to invest substantially in and
encourage a competitive communications infrastructure as well as a need for the necessary hardware
and other components (e.g. information technologies such as computers, servers and software). The
liberalisation of telecommunication markets and rigorous implementation of competition in OECD countries
have stimulated new investment and increased demand for communications access and services through
falling prices and the offer of new innovative products. Non-OECD countries can learn valuable lessons
from the liberalisation that has taken place in OECD countries and the economic and social benefits this
has engendered, although there is no lack of case studies from non-OECD countries which demonstrate
the benefits which can accrue from sometimes bold moves towards creating a competitive environment for
the provision of infrastructure and services. The evidence of the benefits of liberalisation in this area is
mounting in a number of developing countries which have seen the growth in wireless networks resulting
from competition.

Creating effective competition in telecommunication markets and encouraging the diffusion and
use of computers and related information and communication services are likely to provide a stimulus to
the growth of electronic commerce. Potential users can be encouraged to implement electronic commerce
when it is more efficient and cost-effective than existing modes of conducting business. In the OECD
countries, the availability of high-speed telecommunication infrastructure is closely linked with firm
migration to electronic commerce.17 Advanced networks that provide the bandwidth necessary to support
electronic commerce applications and facilitate access through interconnection and interoperability, reduce
network delay and are available at reasonable prices are essential to stimulate electronic commerce
growth. The success of electronic commerce depends on the capacity to build up the user base. The
infrastructure may be comprised of a mix of technologies such as fixed networks and mobile networks. In
some cases, low bandwidth services may be used to encourage some types of online commercial
transactions.

Where the communication infrastructure is already in place, it often requires upgrading to achieve
the capacity and interactivity necessary for electronic commerce. The growth in data traffic generated by
Internet use and electronic commerce means that the technological configuration of existing and new
networks must be adapted to accommodate changing demand structures and usage patterns.
Digitalisation and technological convergence mean that upgraded networks can support a wide range of
new services. However, for many EMEs and developing countries, a crucial issue is the feasibility of
introducing innovative financing arrangements to extend access, reduce risk for investors, and strengthen
demand.

High prices for national and local switched network access, for leased lines and for Internet
service provision present a major barrier to electronic commerce. The implementation of policies and
regulations to promote competition encourages price reductions. Furthermore, efficient interconnection
agreements between regional and national or local network operators are very important. In some OECD
countries, leased lines continue to be available at relatively high prices, but prices tend to be even higher in
most EMEs and developing countries.18 Where competition is permitted and encouraged, new entrants can
build end-to-end networks linking local and regional networks to support the Internet platform. Full
deployment of electronic commerce applications is likely to be slower in countries where access to
networks is based on usage charges which result in high user costs. High-speed local networks and
sophisticated electronic commerce applications are of little value if access costs are too high, the technical
capacity is insufficient, and if prices of terminal equipment remain high and are exacerbated by high import
duties.19

In all of these areas, trade and investment liberalisation, discussed principally in Session 6 of
the Forum, plays an important role in facilitating access to the infrastructures, goods and services
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necessary for electronic commerce. The major instruments are the Agreement on Basic
Telecommunications, the Reference Paper on Basic Telecommunications, the Information Technology
Agreement (ITA) and the liberalisation commitments on market access and national treatment of General
Agreement on Trade in Services (GATS).

Technological innovation may also provide opportunities for some EMEs and developing
countries to “leap-frog” earlier generation technologies to provide high bandwidth networks. Advances in
fibre optic technologies are making it feasible to install cables to achieve major capacity increases at
relatively low prices per unit of capacity. Two types of access to the infrastructure are important for
electronic commerce: the backbone infrastructure and the “local loop” connections. The speed and
capacity of the local network plays a crucial role in determining how fast electronic commerce develops.

Scarce resources for investment in infrastructure are encouraging experimentation with
community access to the Internet through, for example, private telecentres and cybercafes. These
collective models of service provision are more prevalent in many EMEs and developing countries than in
OECD countries. In addition, in the EMEs and developing countries, relatively large numbers of people
may share the use of a telephone, radio, television, or e-mail address. Telecentres may provide access to
a variety of ICT applications including electronic commerce. They can serve as a hub for training and
capacity development, offer a platform for developing applications such as distance education or
encourage skills development that may empower women and young people. They can also support the
activities of small and medium-sized firms and micro-credit entrepreneurs.20 Many of these developments
are being undertaken through public-private partnerships.21 Experience with policies to develop and grow
different access models is worth in-depth examination.

Although Internet gateways are growing in the EMEs and developing countries, the evidence
suggests that relatively little local or indigenous content is being generated in many countries. In
addition, while government ministries and research centres may use the Internet for access to e-mail, they
do not necessarily maintain a web site.22 To support economic growth and development, the importance of
access to local knowledge has been emphasised.23  If electronic commerce is to succeed on a global
basis, there will be a need to preserve, protect, research and promote access to local knowledge in a
climate where the predominant language currently used is English.24 This aspect has been emphasised by
the G8 countries’ attention to cultural diversity and the “need to recognise and respect the importance of
diversity in linguistic and creative expression”.25 Where language is not regarded as a barrier to Internet
use, there are other expertise-associated issues. For example, many of the south Asian sites tend to make
substantial use of graphics that are not optimised for rapid downloading. On the other hand, search
engines are being developed to aid navigation of the Internet and access to information; for example, the
first comprehensive Arabic search engine was launched in May 2000 based on an innovative public-private
partnership.26

“Access” - Issues for Discussion

•  In which policy areas are further actions required to liberalise markets and promote competition for
electronic commerce infrastructure and services?

•  Are market liberalisation measures in EMEs and developing countries providing the appropriate
stimulus for competition and investment in the communication infrastructure and the provision of
affordable means of access? What is the role of access pricing mechanisms?

•  Are other measures needed to boost investment in infrastructure to provide broader access? What are
the impacts of trade liberalisation measures? Are further government and stakeholder initiatives needed
to encourage public and private partnerships to boost investment and access?

•  What are the opportunities for “leap-frogging” based on new infrastructure technologies?

•  What is the experience with new models of access to communication or Internet services (e.g.
telecentres), and how can new models be experimented with and encouraged?

•  To what extent are language barriers and the lack of local content serious inhibitors to increased access
and use? What kinds of measures can overcome these barriers to access and use?
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4. “Trust”

Confidence and trust in electronic commerce can be strengthened by ensuring that the
framework of policies, regulations and organisational practices is consistent with the characteristics of
global electronic trading environments and local cultural conditions. Trust is associated with the success of
all aspects of electronic commerce. Important issues concern consumer and privacy protection, the
establishment and availability of secure infrastructures, and the provision of systems for authentication and
certification. There is a need for international co-operation to ensure that a “climate of trust” is established
for global electronic commerce.

There are many issues in the area of building trust common to both business-to-business and
business-to-consumer electronic commerce. These issues must be addressed by effective policy
frameworks if electronic commerce is to grow on a global and inclusive basis. Users - consumers and
businesses alike - must be confident that they will get what they order, that their personal information will
be protected, that the transaction will be secure and that they can obtain redress if something goes wrong.

Ensuring the availability of effective redress is necessary to build trust in electronic commerce.
This is as true in the case of domestic transactions as it is across borders. Even conventional transactions
may raise complex issues of redress in the case of disputes or misunderstanding. Electronic commerce
poses further questions and, in addition, the number of cross-border transactions and, in consequence, the
number of potential disputes, is certain to continue to grow rapidly. In December 2000, OECD, together
with the Hague Conference on Private International Law (HCPIL) and the International Chamber of
Commerce (ICC), organised a conference on the issues raised by alternative dispute resolution (ADR)
mechanisms. Both business-to-consumer and business-to-business electronic commerce may benefit from
online ADR mechanisms that offer rapid, low cost redress for disputed transactions. These mechanisms
are not intended to supplant court adjudication, but to supplement it. In late 2000, there were more than 40
online ADR mechanisms in operation ranging from informal, non-binding types of dispute settlement to
formal ones. Most of these were supporting business-to-consumer dispute resolution involving large
volumes of small value transactions, though some propose resolution of business-to-business disputes.27

The protection of individual privacy is essential if electronic commerce, as well as other
electronic services, is to grow. The use of sophisticated software for tracking and auditing transactions
creates the potential for accumulation of detailed user profiles and this presents a threat to individual
privacy. Technological developments are offering some tools that enable citizens and consumers to protect
their privacy but governments and the private sector are taking an active role to ensure that individual
privacy is protected in the Internet environment. The 1980 OECD Privacy Guidelines provide a benchmark
for the level and extent of privacy protection that must be extended to electronic commerce users and
there is a continuing need for international co-operation in this area. OECD work is focusing on providing
practical guidance on implementing and enforcing the principles of the OECD Guidelines in the context of
global networks. Work has been undertaken on the use of contracts for transborder data flow, on education
and awareness and on how to ensure online redress in case of disputes about privacy.  The OECD
monitors closely the various privacy instruments and mechanisms (including laws, self-regulation,
contracts and technology) for implementing and enforcing the OECD Privacy Guidelines in its Member
countries.28 Transparency regarding the use made of personal data submitted online is a key issue. The
OECD Privacy Policy Statement Generator is an online Internet-based tool developed at the OECD to help
webmasters and administrators create their own privacy policy statements for their web sites.29

Consumer protection in the online environment is essential to the success of e-commerce in
the business-to-consumer marketplace.  While the Internet provides consumers continuous access to a
global marketplace, its borderless nature creates challenges to the implementation of traditional consumer
laws, policies and practices.  Consumers must be assured of effective protection regardless of the medium
of commerce. The 1999 OECD Consumer Protection Guidelines in the Context of Electronic Commerce
were a first step. 30 The Guidelines represent international consensus on the core characteristics of
consumer protection for online business-to-consumer transactions and address principles connected with
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fair business, advertising and marketing practices, online information disclosures, handling of consumer
complaints, provision of effective dispute resolution and redress, education and awareness, and global co-
operation. OECD work focuses on implementation of the Guidelines, including monitoring consumer
protection laws, policies and practices in OECD Member countries and providing consumers and
businesses with education and information materials related to shopping and selling online. Other issues
being tackled include exploring consumer protection for payment card holders, examining means for
effective redress, including online dispute resolution mechanisms and working to ensure effective global
co-operation.

Security and the availability of secure networks are essential for the growth of electronic
commerce.  The Internet has been the springboard from which electronic commerce has taken off.
However, the increased dependence on open Internet platforms to support electronic commerce - and
“commerce” is increasingly “electronic commerce”- means that global and comprehensive approaches to
security and availability are needed. The measures that are needed encompass security, certification, and
privacy as well as consumer protection. Protocols and procedures for security techniques need to be
operable internationally which means that international co-operation is necessary. The need for an
international; consensus has been indicated by the clear demonstrations of the vulnerability of networks in
recent years.31 The OECD, which produced the OECD Guidelines for the Security of Information Systems
in 1992, can act as a catalyst for enhancing discussions and information sharing to better co-ordinate
actions to ensure that networks are as secure as possible.

Authentication and certification of identity plays a crucial role in establishing the framework for
electronic commerce. Business-to-business electronic commerce transactions mainly occur between
parties who know each other and are linked contractually, but this is rarely the case for business-to-
consumer transactions.32 Authentication and certification mechanisms help to verify user identity and other
information about transactions and transacting parties. The interoperability of “trust” services is very
important. Many types of firms are beginning to offer authentication/certification services including financial
services, information technology firms, and governmental organisations such as national Post Offices.
There is debate as to whether these services should be entirely market-led or whether there is a need for a
common trust infrastructure that is mandated through some form of licensing. A system of secure
settlement procedures is also necessary to support electronic commerce. Payment settlement depends
mainly on the banking sector and/or on credit cards for small transactions. Working groups in many
countries are examining ways of establishing identity and verifying electronic commerce related information
to determine whether new legislation is needed or whether existing laws should be updated to foster
electronic commerce. Enabling digital signature technology is the focus of many policy efforts.33 On the
other hand, the business community often takes the view that governments should not impose licensing
schemes for such authorities or “trust services” that may slow the growth of electronic commerce.34

Online fraud presents a growing challenge for public authorities and the private sector. The
importance of electronic commerce for the global economy is increasing as the value and quantity of data
grow. These data are vulnerable to unauthorised access and use, misappropriation, alteration, and
destruction. The ease of access to the Internet is presenting new challenges and new businesses are
emerging to investigate “cybercrime”. There are challenges for governments to ensure that the courts and
enforcement agencies have the tools and expertise to deal with electronic commerce fraud. Because of the
global scope of electronic commerce there is a need for close co-operation among governments and
between governments and business. In the OECD area, most businesses take the view that “freedom of
contract” should be the guiding principle and that governments should avoid creating liability rules that may
impede electronic commerce.
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“Trust” - Issues for Discussion

•  What roles should governments and other stakeholders play in improving trust by encouraging the
development and use of alternative dispute resolution mechanisms?

•  What is the continuing role of privacy guidelines, and practical applications such as the OECD Privacy
Policy Statement Generator in building trust in on-line transactions?

•  What frameworks should be in place to protect user and consumer interests?

•  How can greater consistency be achieved among national approaches to authentication and
certification and the development of global authentication and certification mechanisms?

•  What forms of international co-ordination are necessary to tackle “cybercrime” and to promote security
and the availability of secure networks?

5. “Taxation”

Revenue authorities have an important role to play in realising the full potential of electronic
commerce. Their twin objectives in this respect are to provide a fiscal environment within which electronic
commerce can flourish while also ensuring that electronic commerce does not undermine the ability of
governments to raise the revenues required to finance services voted for by their citizens. It is a careful
balancing act common to many policy issues.35

Excluding government transactions, approximately 90% of electronic commerce by value is
conducted between businesses. Multinational enterprises (MNEs) have used the Internet technologies to
develop global networks between their subsidiaries. Small and medium-sized enterprises (SMEs) are
rapidly exploiting the ways in which the Internet can be used to give them access to overseas markets.
Revenue authorities must take account of these different patterns in designing tax systems for the 21st
century. The needs and problems posed by business-to-consumer transactions should not necessarily
dictate the treatment of business-to-business transactions. The difficulties of dealing with an increasing
number of cross-border transactions by SMEs should not necessarily determine the ways of taxing MNEs.

There has been considerable speculation as to the overall response that governments will adopt
towards taxation of electronic commerce in this new complex environment. At one extreme was the view
that electronic commerce should in some sense be allowed to take place in a tax-free environment – either
by specific legislation or by continued government inaction. At the other extreme, there has been
speculation on the introduction of new taxes specifically designed to tax electronic commerce (for example,
the “bit tax”). Neither of these views is likely to prove acceptable to governments. The first would lead to
governments being unable to meet the legitimate demands of their citizens for public services. It would
also induce tax distortions in trade patterns. The second approach could hinder the development of
electronic commerce and lead to the technology becoming “tax-driven”.

Certainly, electronic commerce is a new and exciting development. However, there is nothing to
suggest that the nature of electronic commerce, nor the desire to see it develop, should exclude it from the
normal remit of taxation. There is an emerging view that at the present time the most appropriate way to
achieve the twin objectives referred to above, is to reach an international consensus on how to apply the
existing domestic and international arrangements to electronic commerce rather than by creating totally
new policy approaches.

The challenge therefore facing governments is how to adapt existing legislation, procedures and
practices to overcome any deficiencies which may emerge as a result of electronic commerce’s new
means of communication and product delivery. It is with this adaptive approach in mind that OECD
Members, in co-operation with a representative grouping of countries from outside the OECD area, set
about the task of developing an international consensus for the taxation of electronic commerce. On 8
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October 1998, the OECD issued a set of taxation framework conditions to govern the taxation of electronic
commerce.36

There is broad global agreement on the taxation framework conditions for electronic commerce.
They have been endorsed and approved by many international bodies. The internationally consistent
application of the taxation framework conditions would help to maintain the fiscal sovereignty of countries,
would allow the fair sharing of the tax base from electronic commerce among countries and should
minimise the risk of double taxation and unintentional non-taxation.

However the implementation of the taxation framework conditions raises a number of particular
challenges for revenue authorities. Existing policy and practice have been developed in response to the
conventional commercial environment and the electronic commerce environment can be quite different.
Work on policy and administrative practice challenges associated with electronic commerce is proceeding
with the participation of OECD Member and non-member countries. It would be fair to say that many of the
policy issues are close to resolution, with broad agreement between most countries and business as to the
appropriate policy direction. The challenges to the successful administration of tax policy in an electronic
commerce environment are more difficult to resolve and it is recognised that increased consistency, co-
operation and co-ordination by revenue authorities will be required.

New service opportunities made possible by the use of the technologies underlying electronic
commerce have created a win-win situation for governments and businesses. Administrative and
compliance costs can be significantly decreased, freeing resources for other activities within the economy.
These new opportunities open the prospect of a redefined role for revenue authorities within an economy,
such as acting as the root certification authority within the country, or as a key government service provider
or payment collection agency.

“Taxation” - Issues for Discussion

•  What are the similarities and differences in country views with respect to the issue of taxation and
electronic commerce?

•  What can countries do to increase the consistency of their tax policy on electronic commerce activities?

•  How can countries best co-operate so that electronic commerce tax revenues are collected and fairly
shared?

•  What can revenue authorities do to co-ordinate their activities to assist foreign businesses using
electronic commerce so that local businesses are not unfairly disadvantaged?

•  What can revenue authorities do to assist electronic commerce to flourish within their economy?

6. “Rules of the Game”

As electronic commerce develops there are signs of innovation in the way issues of governance
or the “rules of the game” are being addressed. New approaches to government regulation, industry self-
regulation, and new forms of “co-regulation” are being developed. All of these are intended to increase
participation of all countries in the expanding international markets and to facilitate trade. New rules and
new ways of organising regulation, self-regulation and co-regulation, and governance are needed in many
areas of crucial importance to the development of electronic commerce. In most policy areas related to
electronic commerce, the debate has moved on from a simple question of “regulation”, “self-regulation” or
“no regulation”. More often, the debate concerns the development of a proportional “integrated approach” -
in other words, the challenge is to achieve an effective, coherent, interoperable mix of these approaches.

Trade and investment liberalisation play an important role in facilitating access to the
infrastructures, goods and services necessary for electronic commerce by encouraging the availability of



12

affordable telecommunication services. Policy and regulations are needed to address issues of pricing,
interconnection and interoperability, cost allocation, standards, and universal access as well as Internet
addressing systems and number portability. The goals are to create improved conditions for user access to
electronic commerce, to ensure that appropriate incentives are in place to build or upgrade network
capacity; and to encourage interconnection, interoperability and service availability at affordable prices.
The Agreement on Basic Telecommunications and the Reference Paper on Basic Telecommunications
have helped liberalise former monopolies and reduce costs of connection and increase competition and
interconnection disciplines.

The Information Technology Agreement (ITA) has ensured zero tariffs on a range of computer
equipment relevant to electronic commerce, and decreasing barriers to FDI provides investment for new
technologies. Furthermore, the General Agreement on Trade in Services (GATS) provides for binding
liberalisation commitments on market access and national treatment that has particular significance for the
services that underpin electronic commerce: telecommunication, computer services, financial, distribution,
and delivery services. It also applies in many other fast-growing services sectors that rely heavily on ICT
applications, such as energy services, audio-visual, express delivery, and professional services. Many of
these feature on the agenda of the GATS 2000 round that is liberalising other electronic commerce-
relevant services.

International trade rules for electronic commerce are particularly important in areas such as
whether downloadable digital products are to be considered goods (and subject to the GATT) or services
(subject to the GATS) for the purposes of international trade, and the extent to which electronic delivery is
covered by the GATS. Furthermore, the 1998 WTO Ministerial Conference Declaration on Global
Electronic Commerce made the decision to not impose customs duties on electronic transmissions but
following the Seattle Ministerial, there is no consensus as to whether the customs moratorium is still in
place, although some Members have proposed to make it permanent.

Many of the standards for electronic commerce are developing through market mechanisms and
proprietary solutions offered by firms, but there is scope for co-ordination of standards in areas such as
information transport, product identification, and software systems to facilitate electronic commerce.
Standards that support electronic commerce are also evolving as a result of open source software
developments and the availability operating systems such as Linux, which runs on many platforms. The
shifts towards open software platforms and access to software via the Internet are helping to increase the
accessibility of applications. These developments may help counter the high costs of proprietary software
and services and reduce the costs associated with incompatible services.

Intellectual property protection of information accessible via the Internet is a major issue in the
electronic commerce environment. For information products that are delivered on-line, copyright must be
adequately protected and content creators are seeking stronger enforcement of intellectual property rights.
With the global spread of the Internet, issues such as posting copyright material on public Web sites, the
protection of technical designs and other materials, and licensing arrangements for the use of copyrighted
information must be addressed. Electronic commerce adds new dimensions to trade in products protected
by copyright, patents and trademarks, both in terms of scope - software, databases and domain names
need protection for example - and in terms of enforcement. In the trade area, the Trade Related Aspects of
Intellectual Property (TRIPS) Agreement obliges mutually reciprocal IP rights protection. A balance must
be struck in order to ensure that intellectual property regimes promote access to information while
protecting property rights. The appropriate balance of the emerging regime and enforcement are important
areas for international co-operation.37

The evolution and convergence of the technologies supporting electronic commerce means that
existing approaches to content regulation may need to be reviewed. Given the importance of encouraging
access to local and global content and information services, most users and providers feel that a wide
range of stakeholders need to be consulted in any changes in this area.

Countries are defining national frameworks for electronic commerce that address these
issues. There will be some variations in these frameworks because of the different economic and social
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characteristics of each country. However, growth in electronic commerce depends on the degree to which
there is some consistency and coherence in legislation, regulation, policy and practices and on whether
variations are transparent. The balance between formal regulation and industry self-regulation, and
opportunities for “co-regulation” by government and the private sector will differ depending on the
effectiveness of existing systems of governance. Exchanges and inventories of practices that have been
introduced by other countries and regions can help national policy makers to select the best combinations
of models for the establishment of the rules of the game to support the growth of electronic commerce.

“Rules of the Game” - Issues for Discussion

•  How can an integrated approach to self-regulation and regulation, co-regulation and governance be
encouraged?

•  How can governments and other stakeholders promote the agenda for trade facilitation and the
development of international markets?

•  What policy and regulatory measures are needed in response to convergence and the need to
encourage access to electronic commerce and to local and global content and information services?

7. “Digital Divides”

Overcoming the digital divides which exist both between and within countries is essential if ICTs
are to contribute to social and economic aspirations in the 21st century. There is substantial evidence that
familiarity and use of ICTs are of fundamental importance for ensuring individual and business
development. Moreover, the size, structure and characteristics of the digital divide are important for
aggregate efficiency as well as for equity. The more people use the Internet, the more valuable it becomes
for all. These “network effects” mean that in the Internet-connected, ICT-based economy, the greater the
collective economic use, the greater the benefits of the new technologies. The uneven use of ICTs across
different income, education, age and family groups, and across different kinds and regional distributions of
firms, has important public policy implications for efficiency reasons as well as for equity and distributional
considerations.

However the opportunities for taking advantage of electronic commerce remain skewed in favour
of the OECD countries. Annex 1 Tables 1 and 2 highlight some of the disparities that give rise to digital
divides between higher and lower income countries. The number of Internet hosts in the OECD area
has increased very rapidly but, despite major growth in communication infrastructure investments in
recent years, many EMEs and developing countries lag behind in terms of the penetration of the
components of the infrastructure.38

There are also divides in the production of software and in the extent to which countries can
generate a sufficient volume of electronic commerce activity to justify investment. The United States
dominates the electronic commerce software market (with some 63% of the market in 1999).39. World-wide
in November 2000, an estimated 407 million people were using the Internet. Of these, over 167 million
were in the United States and Canada, 113 million in Europe and almost 105 million in the Asia-Pacific
region. Asia-Pacific and European use was growing fastest of these major regions, with all other regions
growing rapidly, albeit from a very low base (South America, the Middle East and Africa).40 Differences
across broad regions reflect the diffusion of the Internet and PCs in households. There are also deep intra-
country disparities between different socio-economic groups, geographic areas and different kinds of
businesses, which are not shown in the national figures, and the costs of advanced and even basic digital
services are often beyond the means of potential electronic commerce users. See OECD (2001),
Understanding the Digital Divide, prepared for this Forum.41
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It is in Africa that the digital divide is most acute. The total number of computers permanently
connected to the Internet (excluding South Africa) reached about 12 000 in January 2000, an increase of
20% over the previous year. The number may be between 25 000 and 30 000 if hosts not referenced in
domain name servers and those that are registered under generic domains such as .com, .net and .org are
included. This still means however, that Africa has about the same number of hosts on the Internet as
Latvia (which has a population of about 2.5 million, compared to Africa’s 780 million estimated in 1999).42

Nevertheless there is substantial optimism about electronic commerce in some regions, due to
the way that it contributes to trade facilitation and the opening up of new markets for traditional as well as
new goods. For example, Arab software companies expect to generate 33% of their sales through the
Internet by 2003. Egyptian Internet service providers projected a 1 000% increase in electronic commerce
volume in 2000. However, in many Arab countries, surveys suggest that merchants are mainly unaware of
the potential impact of electronic commerce. In addition, in 1999 only 0.1% of the Arab population was
connected to the Internet.43

The digital divides are not just technological but also have aspects of much broader societal
and economic issues. Solutions call for both technology-based initiatives in areas such as equipment
pricing and improving access conditions, and more multi-faceted approaches involving organisational
change, education, training and skill development, policies for SMEs, etc., in order for these opportunities
and potential benefits to be shared widely.

The benefits of electronic commerce are likely to be substantial for countries where the skill base
for managing organisational change and for using electronic commerce is in place. The growth of
electronic commerce: i) alters the structure of production and distribution chains; ii) creates opportunities
for direct relationships with suppliers and customers; iii) enables global price comparisons; iv) stimulates
competition between suppliers and provides greater choice to customers; and v) stimulates improved
productivity and job creation. Increased organisational and management effectiveness, improved
transaction efficiency and reduced costs offer opportunities for extending the global reach of suppliers and
providing more accurate information to improve service delivery. Although electronic commerce
transactions yield benefits, the costs of delivering goods using various forms of transport are unlikely to
decline unless steps are taken to liberalise the delivery industry and improve logistics services. For
developing countries the benefits of electronic commerce will fail to reach the rural poor unless the basic
transport infrastructure to export their products is created. Here again, liberalisation of key services
sectors, well-designed trade policies, appropriate development and technical assistance, combined with
greater access to information and knowledge can make important contributions.

There is an urgent need for action to encourage widespread education and training in support
of electronic commerce applications. The use of ICTs to provide new forms of learning in the classroom, on
the job, and at a distance offers considerable potential, especially where policies are aimed at ensuring
that equipment and Internet connections are available in libraries, schools, and higher education
establishments.44 The role of public and private sector sponsored education and training programmes to
encourage electronic commerce is an important consideration for national governments.

Electronic commerce offers opportunities for micro, small and medium-sized firms. However,
these firms are often unable to afford the costs of gathering information and assessing the risks and
benefits of using new technologies. Since electronic commerce creates opportunities for these firms to
participate in global markets, there is a role for governments in encouraging them to introduce electronic
commerce applications. Although smaller firms lag behind larger firms in the adoption of electronic
commerce, there is evidence suggesting that early-adopting smaller firms out-perform other similar sized
firms.45 Governments are making special efforts to encourage the use of the Internet and electronic
commerce by small and medium-sized firms using awareness and facilitation initiatives aimed at increasing
access to information, advice, training and other skills. The aim of most initiatives is to enable smaller firms
to benefit from the positive gains from networking and from “first-mover” advantages. However, one of the
most significant barriers to electronic commerce adoption for micro and small firms is a lack of awareness.
Awareness of the potential benefits of electronic commerce tends to be quite variable.46
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E-government services are being developed to enhance the internal efficiency and productivity
of public administrations. The developments in this area complement those supporting electronic
commerce. Applications include electronic forms for tax collection and many other services that involve the
provision of public information, databases for health services, and the location of Internet access points in
public venues.47

Development co-operation and aid can help countries exploit the digital opportunities offered
by electronic commerce.  Careful study of which initiatives, and what partnerships, work and which do not
can help developing countries build capacity to benefit from the potential of the digital economy and help
attain the overarching development policy goals of poverty reduction, improved health and environmental
sustainability.

“Digital Divides” - Issues for Discussion

•  What initiatives are needed to build the infrastructure to support electronic commerce and reduce the
digital divides which arise from the lack of infrastructure investments?

•  Are effective procedures in place to encourage learning, education and training required for
participation in electronic commerce and information society applications? What are the success stories
and best practices?

•  What initiatives are needed to reduce the digital divides associated with the need to enhance
capabilities for managing electronic commerce and related industry and organisational change?

•  How is electronic commerce participation by micro, small and medium-sized enterprises being
encouraged?

•  How can e-government, in public administration and service delivery play a role in bridging the digital
divide?

•  What are the roles of inter-related policies in the areas of information and knowledge flows, trade and
liberalisation of key services sectors, and development and technical assistance?

•  Which development co-operation and aid initiatives, and what partnerships, work to bridge the digital
divide and which do not? How can they contribute optimally to the achievement of overarching
development policy goals?

8. “Global Initiatives”

Even as electronic commerce grows on a global basis, some EMEs and developing countries will
fall further behind the leading countries if global initiatives are not put in place to mobilise co-operation by
governments, the private sector, NGOs and civil society.

Many international organisations are involved in initiatives to encourage EMEs and developing
countries to prepare for electronic commerce.48 For example, the dot force set up following the Okinawa
G8 summit is planning initiatives to help overcome the international digital divide, many of which are
relevant to electronic commerce. The UN ICT Task Force is also undertaking relevant activities. The work
of most of the principal international organisations and other bodies active in electronic commerce are
summarised in the third annual OECD overview report of International and Regional Bodies: Activities and
Initiatives in Electronic Commerce.49 The OECD itself conducts analysis, develops statistics and is involved
in many initiatives to establish guidelines and framework conditions for the conduct of electronic
commerce. This is summarised in the Progress Report on the OECD’s Work on Electronic Commerce,
providing an overview of the OECD’s current work as well as, inter alia, an account of the progress made
in carrying out the activities set out in the OECD Action Plan for Electronic Commerce
[SG/EC(98)9/FINAL].50 These initiatives are complemented by many national and global public and private
sector entities and organisations. A prime example is the Global Action Plan for Electronic Commerce
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prepared by Business with Recommendations for Governments, developed by the Alliance for Global
Business under the co-ordination of BIAC for the Ottawa Ministerial and subsequently updated.

Given these many initiatives, it is most important to ensure policy coherence. For example, to
craft the appropriate kinds of investment initiatives with liberalisation and pro-competitive initiatives in
services sectors, training and business management assistance, and trade policies within the broad
regulatory frameworks that encourage entrepreneurship and growth. For electronic commerce, there is a
need for improved methods and resources for the evaluation of the determinants of successful and
unsuccessful initiatives. The capabilities for conducting such evaluations are often too limited to support
assessment. Electronic commerce developers and users currently have few opportunities to learn from
their experiences. However, learning is essential if the vision for electronic commerce is to be met on a
global basis.

Policy co-ordination remains a challenge to match the initiatives of governments and multilateral
and bilateral donor organisations consistently to the dynamism of a competitive market-driven
environment. Broad-based policy debate among all stakeholders in an inclusive global digital economy
remains more important than ever to meet the upcoming challenges and to develop the appropriate policy
and institutional responses. This Forum represents, it is to be hoped, a modest yet firm step along that
road.

“Global Initiatives” - Issues for Discussion

•  What action on a global basis is needed to stimulate the growth of electronic commerce so that it
includes EMEs and developing countries?

•  Which institutions, international programmes and donor organisations, need to be involved? What are
the best ways of engaging civil society and the private sector in co-operative efforts?

•  How best can policy coherence be ensured?

•  What kinds of evaluations are needed and what mechanisms are required to share examples of
success and to avoid repeating costly mistakes?
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ANNEX 1

Table 1. Access to network-based services by country income level

Country groups
Population

1999
(million)

GDP 1998
(million USD)

Telephone
main lines

1999 (million)

Cellular mobile
telephone

subscribers
(million)

Personal
computers

1999
(million)

Internet
users 1998

(million)

Internet host
computers
Jan 2000

(thousand)

Television
sets
1998

(million)

Low-Income 2 101 837 572 35 3 7 1 48 121

Middle-Income Low 2 356 2 482 431 215 62 36 6 459 583

Middle-Income Upper 588 2 596 365 105 57 28 8 1 891 170

High-Income 939 23 711 071 529 355 316 130 69 432 610

World 5 983 29 627 438 883 477 387 145 71 830 1 484

% % % % % % % %

Low-Income 35.1 2.8 3.9 0.6 1.8 0.5 0.1 8.2

Middle-Income Low 39.4 8.4 24.3 13.0 9.4 4.0 0.6 39.3

Middle-Income Upper 9.8 8.8 11.9 12.0 7.2 5.6 2.6 11.5

High-Income 15.7 80.0 59.9 74.4 81.7 89.9 96.7 41.1

World 100.0 100.0 100.0 100.0 100.0 100.0 100.0 100.0

Note: Data are for the nearest year available and rounded up.
Source: ITU World Telecommunication Indicators Database,5th edition (June 2000 updated).
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Table 2. Access to network-based services by region, 1998/99

Region
Population

1999
(million)

GDP
1998

(million USD)

Public pay
phones

1998
(million)

Telephone main
lines
1999

(million)

Cellular phone
subscribers

1999
(million)

Internet host
computers

1999
(million)

Personal
computers

1999
(million)

Television
sets 1998
(million)

Africa 626 247 813 529 9 4 0.2 5 26

Asia & Pacific 3 360 7 523 778 2 208 270 158 5 89 640

Europe 871 9 633 038 862 311 175 10 115 392

Middle East & North Africa 308 820 513 198 29 7 0.2 9 49

America 818 11 402 296 787 265 134 56 170 378

World 5 983 29 627 438 4 583 883 477 72 387 1 484

% % % % % % % %

Africa 10.46 0.84 11.53 1.01 0.75 0.25 1.16 1.76

Asia & Pacific 56.16 25.39 48.19 30.55 33.18 7.50 23.07 43.13

Europe 14.55 32.51 18.80 35.19 36.61 14.02 29.58 26.40

Middle East & North Africa 5.15 2.77 4.31 3.23 1.36 0.26 2.28 3.28

America 13.67 38.49 17.16 30.01 28.11 77.97 43.91 25.45

World 100.00 100.00 100.00 100.00 100.00 100.00 100.00 100.00

Note: Data are for the nearest year available and rounded up.
Source: ITU World Telecommunication Indicators Database,5th edition (June 2000 updated).
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ANNEX 2

The OECD has published a large body of work on information and communications technologies and
electronic commerce. Listed below are a selection of these publications.

1980

Privacy Guidelines

1996

Guidelines for the Security of Information Systems

1997

Electronic Commerce: Opportunities and Challenges for Government (the “Sacher Report”)

Cryptography Policy: The Guidelines and the Issues

1998

Ministerial Declaration on Consumer Protection in the Context of Electronic Marketplace, Ottawa,
7-9 October

Gateways to the Global Market: Consumers and Electronic Commerce

1999

The Role of Communications Infrastructures in Advancing Electronic Commerce

Protection of Privacy on Global Networks

Joint OECD-Private Sector Workshop on Electronic Authentication, Background Paper on Electronic
Authentication Technology and Issues, Stanford and Menlo Park, CA, 2-4 June.

Taxation Principles and Electronic Commerce

New Developments in Educational Software and Multimedia

Information and Technology as an Instrument of Public Management Reform: A Study of Five OECD
Countries
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Small and Medium-sized Enterprises and Electronic Commerce

OECD Forum on Electronic Commerce: Progress Report on the OECD Action Plan for Electronic
Commerce

The Economic and Social Impact of Electronic Commerce: Preliminary Findings and Research Agenda

OECD Telecommunications Database: 1999 Edition

OECD Communications Outlook: 1999 Edition

2000

OECD Information Technology Outlook: ICTs, Electronic Commerce and the Information Economy

Building Trust in the Online Environment: Business-to-Consumer Dispute Resolution, Orientation
Document for Joint Conference of the OECD, HCOPIL, ICC, The Hague, 11-12 December

Privacy Policy Statement Generator, www.oecd.org/scripts/pwv3/pwhome.html

Mobile Phones: Pricing Structures and Trends

A New Economy? The Changing Role of Innovation and Information Technology in Growth

Guidelines for Consumer Protection in the Context of Electronic Commerce

Measuring the ICT Sector

Electronic Commerce: Impacts and Policy Challenges

Schooling for Tomorrow: Learning to Bridge the Digital Divide

2001

Understanding the Digital Divide

Forthcoming:

OECD Communications Outlook: 2001 Edition
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